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Abstract. Due to the abundance of content on the Web, content au-
thors and publishers have a pressing need for systems that select content
that is valuable for them, is trustworthy and is related to their own work.
Additionally, the value of their own work needs to be assessed before it
is published, to guarantee high value for the consumer. In this doctoral
research, we investigate how to use Semantic Web technologies to auto-
matically assess the value of content that is — or is about to be — digitally
published. To achieve this, we propose methods to assess the relevance of
content to existing publications, retrieve or reconstruct its provenance,
and derive a trust assessment from this provenance. We discuss our eval-
uation methods, and present some preliminary results.

1 Problem Statement

Nowadays, content producers and consumers in the digital publishing world are
all facing the same problem: an abundance of content, available from an ever in-
creasing number of sources. News sites, blogs, social media, and digital libraries
are overflowing with content. However, human content creators and curators do
not receive more time to filter through this continuous stream of content than
before the existence of the Web. On the contrary, the need for immediate report-
ing increases, while the patience of the consumer decreases. In other words, there
is a clear need for a system that assists the author or publisher by automatically
assessing the value of content. Note that content value cannot be expressed as
a single numerical value, as it might differ depending on the target audience.
For example, in the case of news publishing, the content value of an article is
primarily determined by its newsworthiness. This newsworthiness includes its
relevance to a certain reader group’s interests, and the trustworthiness of the
information.

In this work, we analyze two aspects that we believe consolidate the essential
components of content value: relevance and trust. After this decomposition, the
problem becomes twofold. On the one hand, it is important to determine for
whom the content is relevant, and which aspects of the content make it relevant.
On the other hand, the user needs an indication whether or not the content
is to be considered as trustworthy. Provenance — defined as information about
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entities, activities, and people involved in producing a piece of data or thing [22]
— plays an important role in making assessments about this trustworthiness, as
does the reputation of the entities, agents and processes involved.

2 Relevancy

The problem stated in Sect. 1 is relevant to several use cases in the digital
publishing world, including production of news, eBooks, digital magazines, or
more open Web content, such as blogs and microposts on social media. It is
also important to note that the problem is relevant to information consumers
as well as to those on the production side of information. While the areas of
content filtering and recommendation systems with the consumer as end-user
are widely researched, the content creator is often overlooked. This is why our
approach specifically aims to assist the content creator during the production
process. As the information overload on the Web has the highest impact on
news organizations, supporting journalists is our main use case. Especially citizen
journalists could benefit from our approach, as they cannot rely on the resources
a professional journalist has access to.

3 Related Work

Most works in literature about data quality deal with the quality assessment of
machine-generated data gathered by observation systems. For the assessment of
human-generated content, only a limited number of solutions are proposed [21].
To the best of our knowledge, there is currently no system that integrates both
relevance and trust assessments on the content level into one integrated value
assessment system. However, a great deal of work is found in literature with re-
spect to individual aspects of our approach. Therefore, we divide the related work
into each of the components of our approach: relevance assessment, provenance
reconstruction, and trust assessment.

In our work, we apply semantically aware similarity metrics when performing
relevance assessments. In literature, the importance of this semantic awareness,
together with the novelty of recommendations is stressed [15, 23].

As we point out in [5], existing techniques for the automated production
of provenance mostly rely on disclosure by the user or capturing of all prove-
nance information, possibly without understanding the semantics of their ob-
servations [2]. A number of domain-specific techniques used to reconstruct lost
or missing provenance information exist [11, 25, 26]. However, only a limited
number of approaches [5, 9, 13] have been proposed to provide a more generic
method to reconstruct provenance [19].

Finally, a significant amount of work can be found on trust and quality as-
sessment of information on the Web [1]. As we describe in [6], most approaches
agree that reputation is essential to generating trust. One approach makes use
of this fact, together with the trusted relationships of the user [12]. In another
work, this trust network is automatically built, based on the similarity between
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users [24]. However, provenance is equally as important as reputation and trust
networks, and can be used to assess data quality [14]. Some approaches use the
best of both worlds, and determine a trust value by combining provenance and
reputation [3, 18].

4 Research Questions

The main research question in our work is:
— How can we automatically assess the value of content on the Web?
To answer this question, we also answer the following questions:

— Can we automatically assess content relevance on the Web?

— How can we automatically derive a trustworthiness assessment from semantic
enrichments and metadata, such as provenance information, associated with
content on the Web?

— When this provenance information is incomplete or missing, how can we
retrieve or reconstruct it?

5 Hypotheses

Our research questions have lead to the following hypotheses:

— The two main aspects of content value are its relevance to its consumer, and
its trustworthiness.

— Trustworthiness of content is dependent on the content’s provenance and the
reputation of the entities, agents and processes involved.

— When (partially) missing, provenance can be reconstructed based on the con-
tent’s semantic similarity to other content.

— Semantic similarity of content can be measured using a metric based on ex-
tracted semantic features.

6 Proposed Approach

We provide a high-level overview of our approach in Fig. 1. In the next para-
graphs, we describe each of the essential components in detail.

We consider two scenarios in which our approach is applicable. In the first
scenario, the content producer (e.g., the author or publisher) submits his or
her own content, to assess its potential value for future readers. In the second
scenario, the content consumer (e.g., a reader or research journalist) is searching
a large dataset for content related to the document he or she is reading, or
intends to publish. This large dataset can either be closed (e.g., the publisher’s
archive), or open (e.g., datasets on the Web).
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Fig. 1. High-level overview of our approach. A contextual model is used to generate
the content’s relevance, reconstruct its provenance, and assess its trustworthiness.

Relevance Assessment As can be seen in Fig. 1, the basis for our approach is
the creation of a contextual model of the content whose the value is assessed. To
achieve this, we rely on semantic feature extraction and linking methods, such
as Named-Entity Recognition (NER) services. Here, it is important that the
extracted Named Entities (NEs) are accurately disambiguated, and linked to a
machine-understandable data source, such as DBpedia. As we describe in [5, 7],
we use the properties of these entities to calculate a NE-based semantic simi-
larity metric, to serve as an essential part of our provenance reconstruction and
relevance assessment method. To determine the overall relevance of content, we
calculate its semantic similarity to one or more reference corpora. These cor-
pora can include sets of recent and/or popular news articles, micropost streams
from social media, or publications categorized per topic, etc. The eventual goal
is to return a list of highly relevant publications, which are then used to make a
statement about the overall relevance of the input content.

Provenance Access and Reconstruction In some cases, the provenance of informa-
tion on the Web can already be accessed in a standard way, as described in [16].
However, in most cases, the provenance is incomplete or missing, and we need
to reconstruct it. For a detailed description of our proposed provenance recon-
struction method, we refer to [5]. Essentially, we propose a method that creates
clusters of semantically similar documents, using the NE-based similarity metric
described above. Then, each document is assumed to have originated from the
oldest document in its cluster. We also derive more fine-grained provenance, if
the documents have sufficient semantic features to make accurate assumptions.
A consequence of this approach is that each of our reconstructed provenance
statements has a different confidence value. We model this uncertainty using
our customly defined Uncertainty Provenance (UP) [4] attributes, to enable the
derivation of trust statements about the provenance in a later stage.

Trust Assessment As we state in [6], we believe the key to making trust assess-
ments about information on the Web is to reason over its provenance as well as to
consider the reputation of the entities, agents and processes involved in creating
it. Furthermore, as described in [17], it is important to identify distrust events.
These are indicators that cause a user to lose confidence in the trustworthiness
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of a document. Instead of providing the user with a single ‘trust score’, we gen-
erate a number of statements that indicate the trustworthiness of the document.
This way, the user can make a well-informed decision whether or not to trust
the document. We reason over the provenance, generating statements regarding
its availability, its validity and its contents (e.g., the number of sources listed).
Finally, we also use crowd-based services, such as Web of Trust! to assess the
reputation of the entities and agents mentioned in the provenance.

Determining Content Value The final step in our approach is to present the
acquired information in such a way that the user is able to determine the strong
and weak points of the content. Here, it is important to provide tangible, and
comparable results, to allow for automatic ranking of multiple content items.
However, the reasoned statements generated in the relevance and trust assess-
ment steps should also be made available to the user. For example, in the first
scenario (value assessment), the user of our system (the content producer) re-
quires a fine-grained value assessment of his or her content. This means that he
or she not only requires the raw value assessment, but also the reasoning state-
ments, indicating why the content is valuable. On the other hand, in the second
scenario (content selection), the user (the content consumer seeking valuable
content) requires a coarse-grained value assessment, used to rank the results.

7 Reflections

Our approach combines relevance and trust assessment in a novel way. This al-
lows us to make fine-grained assessments, which are useful to both content pro-
ducers and consumers. Traditional recommendation systems cannot offer these
fine-grained aspects, providing the user only with a ranked list of results. Our
work augments this traditional approach, by presenting the user with the strong
and weak points of content, together with references to other, relevant content.
Additionally, the use of Semantic Web technologies allows for a generic, easily
adaptable approach to content value, rather than the typically domain-specific
approach of traditional recommender systems. However, and important aspect
that remains to be addressed, is how to deal with the complex psychology be-
hind relevance and trust. Indeed, relevance and trust are subjective, relative to
the person making the inquiry. Therefore, we will have to consider modeling the
interests and trust relations of the users of our approach as well.

8 Evaluation Plan

By definition, content value is dependent on the end-user and the use case. To-
gether with the complex, yet generic nature of our approach, this makes it infea-
sible to set up a general evaluation. Therefore, we plan to evaluate the proposed
approach in specific, representative use cases that provide a suitable framework

! http://www.mywot . com
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to demonstrate its effectiveness. Throughout our research, our main use case
has been that of online news, which is particularly suitable in an Information
Retrieval (IR), provenance and trust context, and thus suits all components of
our approach. Additionally, newsworthiness assessment is a suitable application
of our approach as a whole. We will divide the evaluation in four parts, one for
each of the three components, and one for the approach as a whole.

For the evaluation of the relevance assessment, we rely on established evalu-
ation metrics and benchmarks from the IR community, such as TRECVID and
MediaEval. Typically, these benchmarks offer an extensive textual dataset and
a number of queries, of which the ground truth is known.

At the time of writing, no comprehensive benchmarks or standard datasets
for provenance reconstruction are available. There has been recent work on re-
purposing existing datasets for provenance reconstruction [20], but none of the
discussed datasets covers all of our use cases. Therefore, as a preliminary evalua-
tion, we created a small multi-lingual dataset to serve as ground truth, consisting
of 410 news stories in French and Dutch [5], of which the provenance (primary
sources) was known. While the results of this small evaluation were rather pos-
itive (as can be seen in Sect. 9), a larger, more comprehensive gold standard
dataset is needed in future work.

Due to its subjective nature, no ground truth datasets for trust and/or value
assessments are available, to the best of our knowledge. Therefore, we will use a
crowdsourcing platform such as Amazon Mechanical Turk to create our ground
truth. This way, we will be able to provide a direct (subjective) comparison
between the human assessments and our machine-generated assessments. Addi-
tionally, we will perform a more objective evaluation by creating a dataset of
known trusted content, injected with some known untrusted content. This can
be collected from real-world examples, such as spam messages, or from sources
that are known to make false statements (e.g., the news satire site “The Onion”).

9 Preliminary Results

In the first two years of our research, we have performed a number of preliminary
experiments with the current version of the components needed for our approach.
The results are summarized in Table 1, and are briefly discussed below.

Relevance Provenance Newsworthiness
Assessment [7] Reconstruction Criteria Detection
MRR MAP Precision Recall Precision Recall

0.254 0.171 0.723 0.445 0.839 0.661

Table 1. Preliminary results of the relevance assessment, provenance reconstruction
and value (newsworthiness) assessment approaches.

To test our relevance assessment approach, we participated in the MediaEval
2012 Search and Hyperlinking Task [10], which consisted of retrieving and linking
relevant video segments from a text corpus made up by approx. 10000 automat-
ically transcribed videos. The search task was evaluated using Mean Reciprocal
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Rank (MRR), and the linking task using Mean Average Precision (MAP). As
shown in Table 1, our results were promising, with room for improvement. For
the full results, we refer to our working notes [7].

As discussed in Sect. 8, we evaluated our provenance reconstruction approach
using a small multi-lingual dataset of 410 news stories [5]. When identifying
the original sources of the news items, and reconstructing the corresponding
derivations, we obtained a reasonably high precision and moderate recall [5].

To evaluate the feasibility of our value assessment approach in a practical sce-
nario, we built a tool for content-based newsworthiness assessment [8] of news
articles. The tool detects the presence of news determinants that are used in lit-
erature to classify a news article as “newsworthy”. As a preliminary evaluation,
we manually assessed the accuracy of the automatic detection of these determi-
nants. The results? were promising, at 90% precision and 66% recall. Of course,
a more thorough evaluation by domain experts is necessary before making any
definitive conclusions about the approach as a whole.

To summarize, although more evaluation is needed, we have shown that our
approach and its components are indeed feasible. With the right improvements,
more extensive evaluation, and further integration of the approach as whole, we
are confident that we will be able to test our hypotheses and provide an answer
to all our research questions.
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